
VPN ACCESS 







Non-Microsoft Systems) 

Multi-factor   Username,smartcard, biometrics 



Point-point protocol –original protocol 

Must have a certificate assigned to Server if 
You will be using sstp for your vpn protocol 





One card connected to the internet 
Where the remote users are going 
To connect in 

One card connected to the internal 
Network to allow the user to connect 
To that network 

Internal Connection 
External Connection 





Needed for VPN access 

INSTALL 



From Ad Tools select Routing and Remote Access 



















Known as a NPS server 





When a client connects to the remote access server it will not get additional options like 
default gateway, Dns etc.  What it does is takes the information that the Remote Access 
Server has been assigned.  So if you want custom DHCP options for your Remote Access 
Clients, then you are going to have to install the remote access relay agent on this remote  
Access server 



This is where you would do it.  You would right 
Click on General and click New Routing Protocol. 
 







To configure the DHCP Relay Agent you 
Would right click on DHCP Relay Agent 
and add an Interface 





Now the DHCP Relay Agent has been configured so that the 
Client can go ahead and get additional options from the  
DHCP server 











Authentication protocols 





SET UP A CLIENT CONNECTION TO A    VPN SERVER 







IP address of the VPN server I am going 
To connect to 


